inslaw doj

inslaw doj refers to the complex and historically significant relationship between InsLAW Inc., a
software company, and the United States Department of Justice (DQJ). This connection primarily
centers on a notable legal dispute involving InsLAW’s proprietary software known as PROMIS, which
became the focus of allegations of unauthorized use and intellectual property infringement by the
DOJ. The controversy surrounding InsSLAW and the DOJ has had a lasting impact on legal,
technological, and governmental sectors, highlighting issues of software licensing, government
contracting, and intellectual property rights. This article provides an in-depth exploration of the
InsLAW DOQJ case, including the background of InsLAW, the nature of the PROMIS software, the legal
battles that ensued, and the broader implications of the dispute. Readers will gain a comprehensive
understanding of the key events, legal arguments, and outcomes that define this pivotal chapter in
software law and government accountability.
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Background of InsLAW and PROMIS Software

InsLAW Inc. was a Washington D.C.-based software company founded in the late 1970s. The company
developed PROMIS (Prosecutor’'s Management Information System), a sophisticated case
management software designed to improve the tracking and management of legal cases for
prosecutors and law enforcement agencies. PROMIS was notable for its advanced database
capabilities, user-friendly interface, and ability to integrate diverse data sources, which made it highly
valuable for government entities seeking efficient legal case management solutions. InSLAW’s
innovation attracted attention from various federal agencies, including the Department of Justice,
which initially licensed the software for use in several prosecutorial offices.

Development and Features of PROMIS

The PROMIS software was developed to facilitate the organization, tracking, and analysis of legal
cases and evidence. Its features included automated case tracking, document management, and the
capability to generate detailed reports and statistical analyses. These functionalities represented a
significant advancement over previous manual systems, enabling prosecutors to enhance efficiency
and accuracy in case handling. The software’s modular design allowed customization based on the
needs of different agencies, further increasing its appeal within the justice system.



Initial Government Engagement

During the early 1980s, the DOJ entered into licensing agreements with InsSLAW to deploy PROMIS in
several U.S. Attorney’s offices. The software’s promising potential in streamlining prosecutorial
operations led to increased interest and adoption. However, as the relationship progressed,
disagreements emerged regarding contract terms, payments, and the scope of software use, which
ultimately escalated into a protracted dispute between InsLAW and the DOJ.

The Nature of the Dispute with the DOJ

The core of the InsLAW DOJ dispute revolved around allegations that the Department of Justice had
misappropriated the PROMIS software. InsSLAW claimed that the DOJ illegally copied the software and
distributed unauthorized versions, thereby violating the licensing agreement and infringing on
InsLAW'’s intellectual property rights. Conversely, the DOJ maintained that it possessed the necessary
rights to use and modify the software as stipulated in their contracts.

Allegations of Unauthorized Software Use

InsLAW accused the DOJ of secretly creating derivative versions of PROMIS and distributing them to

other government agencies and foreign governments without proper authorization or compensation.
This alleged unauthorized use was considered a severe breach of contract and intellectual property

law. The controversy intensified as InsLAW asserted that the DOJ’s actions deprived the company of
significant revenues and recognition for its innovation.

Disputed Contractual Terms

A significant aspect of the dispute was the interpretation of the licensing agreements between InsLAW
and the DOJ. The contracts contained ambiguous clauses regarding software modifications,
distribution rights, and payment obligations. These uncertainties contributed to conflicting viewpoints,
with InsLAW emphasizing restrictive terms protecting its proprietary interests, while the DOJ argued
for broader usage rights under the agreements.

Legal Proceedings and Court Decisions

The InsLAW DOJ conflict culminated in multiple legal actions, including civil lawsuits and congressional
investigations. InsSLAW pursued litigation to seek damages and assert its intellectual property claims,
while the DOJ defended its conduct and contractual interpretations vigorously. The legal proceedings
revealed intricate details about government contracting practices, software copyright issues, and the
challenges of enforcing proprietary rights against federal agencies.

Key Lawsuits and Claims

InsLAW filed several lawsuits against the Department of Justice and associated parties, alleging
breach of contract, copyright infringement, and fraud. The company sought monetary damages and



injunctive relief to prevent further unauthorized use of PROMIS. These legal claims highlighted the
complexity of protecting software assets in dealings with government entities and the difficulties
faced by private companies in disputes with large federal agencies.

Judicial Outcomes and Settlements

The courts delivered mixed rulings, with some decisions favoring InsSLAW's claims and others
upholding the DOJ’s positions. The litigation spanned many years, involving appeals and extensive
discovery processes. Ultimately, some matters were resolved through settlements, while others
remained contentious. The legal saga underscored the evolving nature of intellectual property law as
it pertains to software and government contracts.

Impact on Software Licensing and Government
Contracts

The InsLAW DOJ case had a profound effect on how software licensing agreements are structured in
government contracts. It exposed vulnerabilities in contract language and enforcement mechanisms
that can lead to disputes over software rights and usage. The case also raised awareness about the
importance of clear, detailed agreements to protect the interests of software developers when dealing
with government agencies.

Lessons Learned for Software Developers

Software companies engaged in government contracting gained valuable insights from the InsLAW
DOJ dispute. Key takeaways included the necessity of:

Drafting unambiguous licensing agreements with explicit terms regarding usage, distribution,
and modifications.

Ensuring robust intellectual property protections and enforcement provisions.

Maintaining thorough documentation of contracts and communications with government clients.

Understanding the complexities of government procurement regulations and compliance
requirements.

Changes in Government Procurement Practices

In response to controversies like the InsSLAW case, federal agencies instituted reforms to improve
transparency and fairness in software licensing and contracting. These changes aimed to reduce legal
risks, foster better relationships with vendors, and enhance accountability in handling proprietary
technologies.



Broader Implications and Legacy of the InsLAW DOJ
Case

The InsLAW DOJ conflict remains a landmark example of the challenges surrounding intellectual
property rights in the public sector. Beyond the immediate legal and contractual issues, the case has
spurred ongoing debates about government ethics, software innovation, and the balance between
public interest and private rights. Its legacy continues to influence policy discussions, legal standards,
and industry best practices.

Influence on Intellectual Property Law

The case contributed to the development of clearer legal frameworks governing software copyrights
and licensing, particularly in relation to government use. It highlighted the need for enhanced
protections for software developers and set precedents for how disputes of this nature may be
adjudicated.

Ongoing Relevance in Technology and Government

As government agencies increasingly rely on advanced software solutions, the lessons from the
InsLAW DOQJ dispute remain relevant. Issues of software ownership, licensing rights, and ethical
government procurement continue to be critical considerations for policymakers, legal professionals,
and technology providers alike.

Frequently Asked Questions

What is the InsLaw software developed by INSLAW Inc.?

InsLaw is a case management software developed by INSLAW Inc. in the 1980s, designed to help law
enforcement agencies manage and track cases efficiently.

What was the controversy involving INSLAW and the DO)J?

INSLAW accused the U.S. Department of Justice (DQJ) of stealing their proprietary InsLaw software
and distributing it without proper licensing or compensation, leading to a prolonged legal battle in the
late 1980s and 1990s.

How did the DOJ allegedly misuse InsLaw software?

The DOJ allegedly copied and used the InsLaw software without paying for it, incorporating it into their
own case management systems and distributing it to other agencies without authorization.

What was the outcome of the INSLAW vs. DOJ legal dispute?

The dispute resulted in multiple court cases and congressional investigations; while INSLAW claimed



significant damages, the courts found mixed outcomes, and no definitive resolution was reached that
fully compensated INSLAW.

What role did congressional investigations play in the InsLaw-
DOJ case?

Congressional committees investigated the allegations of software theft and misconduct by the DOJ,
bringing public attention to the case and examining government procurement practices.

Why is the InsLaw case significant in software intellectual
property law?

The InsLaw case was one of the early high-profile disputes involving software intellectual property
rights and government use, highlighting challenges in protecting and enforcing software copyrights.

What lessons were learned from the InsLaw and DOJ
controversy?

The case underscored the importance of clear software licensing agreements, government
transparency in software procurement, and the need for robust protections for software developers.

Is InsLaw software still in use today?

While the original InsLaw software from the 1980s is largely obsolete, its legacy influenced modern
case management systems used by law enforcement agencies.

How did the DOJ respond to the allegations made by INSLAW?

The DOJ denied the allegations of theft and unauthorized use, asserting that their use of the software
was lawful and that INSLAW's claims were unfounded.

What impact did the InsLaw-DOJ dispute have on government
software policies?

The dispute prompted reforms and increased scrutiny in government software acquisition policies,
encouraging better contractual protections and oversight to prevent similar disputes.

Additional Resources

1. InsLAW and the DOJ: A Legal Battle Unveiled

This book delves into the controversial case involving InsLAW Inc. and the U.S. Department of Justice.
It explores the origins of the dispute over the PROMIS software, detailing the legal arguments and the
implications for government contracting. Readers gain insight into the complexities of intellectual
property rights within federal agencies.

2. The PROMIS Software Scandal: InsLAW vs. the DOJ



An investigative account of the PROMIS software controversy, this book examines how InsLAW
accused the Department of Justice of misappropriating its proprietary technology. The narrative
highlights the political and legal ramifications that extended beyond the courtroom, offering a
comprehensive overview of one of the most intriguing government software disputes.

3. Inside the InsLAW Controversy: DOJ’s Role and Response

Focusing on the Department of Justice’s perspective, this book analyzes the internal responses and
strategies during the InsLAW lawsuit. It provides a detailed look at how the DOJ managed the
allegations and the broader impact on federal software procurement policies.

4. Software, Surveillance, and Secrecy: The InsLAW Case

This title unpacks the intersection of technology, government surveillance, and secrecy as revealed
through the InsLAW case. It discusses how the PROMIS software was purportedly used for intelligence
purposes and the ensuing debates about privacy and government oversight.

5. Legal Battles Over PROMIS: InsLAW'’s Fight Against the DOJ

A thorough legal analysis of the court cases stemming from InsLAW'’s claims against the Department
of Justice. The book covers key rulings, legal precedents, and the challenges of protecting software
intellectual property in the public sector.

6. The DOJ and InsLAW: Ethics and Accountability in Government Contracts

This work examines ethical questions raised by the InsLAW lawsuit, focusing on government
accountability and transparency. It discusses how the case influenced reforms in government
contracting and software licensing practices.

7. From Innovation to Litigation: The Story of InsSLAW’s PROMIS Software

Chronicling the development of the PROMIS software, this book traces its journey from a promising
innovation to a subject of intense legal scrutiny. It highlights the challenges faced by tech companies
working with government agencies.

8. Government Software Wars: The InsLAW and DOJ Conflict

An exploration of the competitive and often contentious world of government software procurement,
using the InsLAW case as a focal point. The book sheds light on the broader implications for software
developers and federal agencies.

9. Secrets Behind the DOJ-InsLAW Dispute: A Historical Perspective

Providing a historical context, this book situates the InsLAW vs. DOJ conflict within the larger narrative
of government surveillance and technology use. It offers readers a nuanced understanding of the
political, legal, and technological factors at play.
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inslaw doj: Staff Study of Allegations Pertaining to the Department of Justice's
Handling of a Contract with INSLAW, Inc United States. Congress. Senate. Committee on
Governmental Affairs. Permanent Subcommittee on Investigations, 1989

inslaw doj: Board of Contract Appeals Decisions United States. Armed Services Board of
Contract Appeals, 1988 The full texts of Armed Services and othr Boards of Contract Appeals
decisions on contracts appeals.

inslaw doj: Bankruptcy Reform United States. Congress. House. Committee on the Judiciary.
Subcommittee on Economic and Commercial Law, 1994

inslaw doj: ABA Journal , 1993-09 The ABA Journal serves the legal profession. Qualified
recipients are lawyers and judges, law students, law librarians and associate members of the
American Bar Association.

inslaw doj: Invoking the Beyond: Paul D. Collins, Phillip D. Collins, 2020-11-22 The Gnostic
revival of the Enlightenment witnessed the erection of what could be called the “Kantian Rift,” an
epistemological barrier between external reality and the mind of the percipient. Arbitrarily
proclaimed by German philosopher Immanuel Kant, this barrier rendered the world as a terra
incognita. Suddenly, the world “out there” was deemed imperceptible and unknowable. In addition
to the outer world, the cherished metaphysical certainties of antiquity—the soul, a transcendent
order, and God—swiftly evaporated. The way was paved for a new set of modern mythmakers who
would populate the world “out there” with their own surrogates for the Divine. Collectively, these
surrogates could be referred to as the Beyond because they epistemologically and ontologically
overwhelm humanity. In recent years, the Beyond has been invoked by theoreticians, literary
figures, intelligence circles, and deep state operatives who share some variant of a technocratic
vision for the world. In turn, these mythmakers have either directly or indirectly served elitist
interests that have been working toward the establishment of a global government and the creation
of a New Man. Their hegemony has been legitimized through the invocation of a wrathful earth
goddess, a technological Singularity, a superweapon, and extraterrestrial “gods.” All of these are
merely masks for the same counterfeit divinity... the Beyond.

inslaw doj: The Octopus Kenn Thomas, Jim Keith, 2004 Originally released to critical praise,
this book became a much sought-after classic in the underground of conspiracy literature - today
commanding high prices on the book collector's market. The new paperback edition carries
Casolaro's conspiratorial insights and research into the post-911 world, for which it was a harbinger.

inslaw doj: Department of Justice United States Department of Justice, 1991-05

inslaw doj: Computer Law Reporter , 1992

inslaw doj: Under an Ionized Sky Elana Freeland, 2018-02-13 It is difficult to believe that our
planet has been weaponized before our very eyes, but that is exactly what has happened. First, we
were seduced by the convenience of a wireless world; then, atmospheric weather experimentation in
the guise of carbons “climate change” converted the air we breathe into an antenna. Now, the
geo-engineering we’ve been subjected to for two decades is being normalized as the “Star Wars”
Space Fence rises around and within us. Is this the Space Age we were promised?

inslaw doj: Department of Justice Authorization for Appropriations, Fiscal Year 1992
United States. Congress. House. Committee on the Judiciary, 1991

inslaw doj: Morality and Machines Stacey L. Edgar, 2002 Intended for science and technology
students, philosophy students interested in applied ethics, and others who must deal with computers
and the impact they have on our society.

inslaw doj: Federal Claims Reporter , 1998

inslaw doj: Crimes of the FBI-Doj, Mafia, and Al Qaeda Rodney Stich, 2009-07-15 The book
reveals the truth about the people responsible for the success of the greatest number of terrorist
attacks in the nation's history, and why the American public is totally unaware of these matters.--The
publisher.

inslaw doj: Defrauding America, Vol. One 4th Ed. Rodney Stich, 2005-12 Defrauding America,
Vol. One, describes in great detail covert operations involving CIA personnel during the past 50



years. It is based on input from dozens of former CIA assets. The book is written by former federal
agent Rodney Stich, who has authored over a dozen books on government intrigue. Stich has
appeared as guest on over 3,000 radio and TV shows since 1978.

inslaw doj: Hidden Finance, Rogue Networks, and Secret Sorcery Joseph P. Farrell, 2020-04-19
Pursuing his investigations of high financial fraud, international banking, hidden systems of finance,
black budgets and breakaway civilizations, author and researcher Joseph P. Farrell investigates the
theory that there were not two levels to the 9/11 event, but three. He says that the twin towers were
downed by the force of an exotic energy weapon, one similar to the Tesla energy weapon suggested
by Dr. Judy Wood, and ties together the tangled web of missing money, secret technology and
involvement of portions of the Saudi royal family. Farrell unravels the many layers behind the 9-11
attack, layers that include the Deutschebank, the Bush family, the German industrialist Carl
Duisberg, Saudi Arabian princes and the energy weapons developed by Nikola Tesla before WWIL. It
is Farrell at his best—uncovering the massive financial fraud, special operations and hidden
technology of the breakaway civilization.

inslaw doj: Government Contracts Reporter , 1958

inslaw doj: ZAT Killer Instinct Ben Zhen, 2013-12-04 The book described the life of a police
officer who discovered that his sister was murdered by members of a satanic secret society. During
his investigation, he stumbled upon the plot to assassinate President ]J. F. Kennedy and was there
when the assassination took place. As the story unfolded, the assassination of JFK let to a bigger plot
and the birth of Al-Qaeda which was both a terrorist group and a data base.

inslaw doj: Terrorism Against America Rodney Stich, 2008-09 Stich details the various forms
of aviation and other terrorist acts against the United States, including the overt and covert actions
by people in government.

inslaw doj: Mother Jones Magazine , 1992-05 Mother Jones is an award-winning national
magazine widely respected for its groundbreaking investigative reporting and coverage of
sustainability and environmental issues.

inslaw doj: DOJ-Judicial Crimes Against the People Captain Rodney Stich, 2014-05-01 40
years of joint corrupt activities and resulting tragedies by Department of Justice personnel and
federal judges.
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Philly Cheesesteak - Blackstone Products Ingredients 2 pounds thinly sliced beef (Rib-eye, roast,
sirloin, tri-tip roast, rump roast or flank steak)’ 1 yellow onion, cut into %-inch slices 1 green bell
pepper, cut into Y-inch slices 1 red

Blackstone Philly Cheesesteaks - As Close to Authentic as You These Blackstone Philly
Cheesesteaks are as close to authentic as you can possibly get! Learn how to make the best
cheesesteaks on the griddle!

Simple Philly Cheesesteaks on a Blackstone Griddle (Step-by Griddle-seared philly
cheesesteak piled high with juicy ribeye, onions, and drizzled with creamy Cheez Whiz on a toasted
hoagie roll

Blackstone Philly Cheesesteak Recipe - We are loving cooking Blackstone Griddle Recipes. The
griddle cooks up so fast and it is perfect for my large family. We have cooked shrimp, burgers,
breakfast and even

Philly Cheese Steaks on the Blackstone Griddle (or Flat Top) This Philly Cheese Steak recipe
on the Blackstone is super easy to make and it has one secret to it being so delicious. That secret is
using leftover smoked prime rib off the

Grilled Shrimp Scampi Recipe | Bobby Flay | Food Network Strain the shrimp from the
marinade and season them with salt and black pepper, to taste. Grill the shrimp on both sides until
they are slightly charred and just cooked through, about 2

Blackstone Philly Cheese Steak - The Food Hussy Blackstone Philly Cheese Steaks are my new
favorite recipe! It’s just like getting one at my favorite restaurant - but I can make it myself in 15



minutes! And have it just the way

Blackstone Philly Cheesesteak - Gimme Some Grilling Picture perfectly cooked beef, melted
cheese, and savory caramelized onions, all expertly crafted on the Blackstone griddle. Elevate your
sandwich game with a Blackstone

Detector de IA gratuito | Espainol, inglés & mas - QuillBot El detector de IA de QuillBot analiza
patrones para calcular la probabilidad de que un texto haya sido escrito por personas o generado
por IA. En lugar de basarse en palabras concretas,

Detector de IA gratis | Detector de Inteligencia Artificial Descubre nuestro detector avanzado
de IA. Identifica contenidos generados por IA con gran precision en un solo clic

Detector de IA en Espanol | Identifica Contenido de IA Detector de IA en Espafiol gratuito y
preciso para identificar contenido creado por ChatGPT, Gemini, Claude y otros modelos de IA.
Detecta texto generado por IA en espafiol con andlisis

Detector de IA - Comprobador de IA Gratis 2025 Detecte contenido generado por IA de manera
rapida y precisa con el detector de escritura de IA gratuito de Aithor. Asegure originalidad y
autenticidad en su trabajo, confiado por estudiantes,

Detector de IA para ChatGPT y Copilot | En espanol | Gratuito Nuestro detector de IA te ayuda
a saber si el texto ha sido generado por ChatGPT, Gemini o Copilot. Analiza contenido en espafiol
gratis

El detector de IA en espaiiol mas preciso para ChatGPT y mas Escanee su escritura con un
detector de IA lider que identifica el texto generado con herramientas como Chatgpt, Claude, Gemini
y mas. Identifique el plagio con solo unos clics.

Detector de IA Gratis Nuestro Detector de IA analiza instantdneamente el texto para asegurarse
de que se lea como contenido humano y sea atractivo. Perfecto para marketers que buscan generar
confianza y

Expedia Travel: Vacation Homes, Hotels, Car Rentals, Flights & More © 2025 Expedia, Inc.,
an Expedia Group company. All rights reserved. Expedia and the Expedia Logo are trademarks or
registered trademarks of Expedia, Inc. CST# 2029030-50

Cheap Flights, Plane Tickets & Airline Deals - Expedia Booking with Expedia makes finding a
flight easy, but that’s just the beginning of everything you can take advantage of. We also offer
hotels, car rentals, and even activities that you can

Hotels, Accommodation & Cheap Hotel Deals | Book at Expedia site When you book through
Expedia, the entire process is simple. You'll find a wide range of accommodation options and
destinations to choose from, as well as a variety of search filters

Expedia Customer Service: How to Contact Expedia | Expedia Fake Expedia phone numbers
are circulating online, often through misleading search engine ads and even whole pages. Always
verify you're on our official website or app before entering

Sign in | Expedia Go further with the Expedia app Save even more - get up to 20% on select hotels
when you book on the app. Our app deals help you to save on trips so you can travel more and
manage it all

Cheap Car Rentals & Rent a Car Deals - Expedia Get affordable car rental & compare rental car
prices within your budget for your next road trip adventure. Enjoy free cancellation on selected car
rentals and experience hassle-free rent a

Vacation Packages 2025/2026 - Book Travel Packages and Trips Book your vacation packages
with Expedia! Find the best travel packages & trips and plan, book, and travel with confidence

Top 10 Hotels in Bozeman, MT from $83 - Expedia Find cheap hotels on Expedia: Utilize
Expedia's search tool to customize your options based on your budget, preferred location, and
desired hotel type. To find the best prices and deals,

Expedia Account Login Sign in or create an account Unlock a world of rewards with one account
across Expedia, Hotels.com, and Vrbo

Find Cheap Cruises & Last Minute Cruise Deals (2025/2026) Yes, last-minute cruise deals are
often available, and you can find them on Expedia.com by inputting your travel dates in your search



and sorting your results by price
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DOJ official says comments on Epstein caught on hidden camera were just ‘personal
comments’ (MSNBC24d) After a right-wing conspiracy theorist promoted a claim that the Trump
administration was engaged in a cover-up to protect Republicans named in the Epstein files, the
Justice Department offered the
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DOJ task force finds ‘numerous instances’ of anti-Christian government bias under Biden
administration (New York Post24d) WASHINGTON — The Biden administration had a “consistent
and systematic pattern of discrimination” against Christians, a new Trump Department of Justice
report revealed Friday, pointing out instances

DOJ task force finds ‘numerous instances’ of anti-Christian government bias under Biden
administration (New York Post24d) WASHINGTON — The Biden administration had a “consistent
and systematic pattern of discrimination” against Christians, a new Trump Department of Justice
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Trump DOJ issues baffling apology after official gets caught in Epstein trap: ‘Are you f------
stupid?’ (NJ.com25d) The Justice Department is facing a grilling on social media after it issued an
apology on behalf of an official who was secretly recorded while talking about the Jeffrey Epstein
saga on a date. Joseph
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